**CERTIFICATE COURSE IN DIGITAL BANKING**

|  |  |
| --- | --- |
| **Sr. No.** | **RBI Notifications** |
| 1 | Operation of Pre-Sanctioned Credit Lines at Banks through Unified Payments Interface (UPI) |
| 2 | Master Direction on Information Technology Governance, Risk, Controls and Assurance Practices |
| 3 | Processing of e-mandates for recurring transactions |
| 4 | Card-on-File Tokenisation (CoFT) – Enabling Tokenisation through Card Issuing Banks |

**Operation of Pre-Sanctioned Credit Lines at Banks through Unified Payments Interface (UPI)**

RBI/2023-24/58  
CO.DPSS.POLC.No.S-567/02-23-001/2023-2024

September 04, 2023

The Managing Director / Chief Executive Officer  
Scheduled Commercial Banks (excluding Payment Banks, Small Finance Banks and Regional Rural Banks)

Madam / Dear Sir,

**Operation of Pre-Sanctioned Credit Lines at Banks through Unified Payments Interface (UPI)**

Please refer to the [Statement on Developmental and Regulatory Policies dated April 06, 2023](https://www.rbi.org.in/Scripts/BS_PressReleaseDisplay.aspx?prid=55473), expanding the scope of UPI by enabling transfer to / from pre-sanctioned credit lines at banks. Currently, savings account, overdraft account, prepaid wallets and credit cards can be linked to UPI. As announced, the scope of UPI is now being expanded by inclusion of credit lines as a funding account.

2. Under this facility, payments through a pre-sanctioned credit line issued by a Scheduled Commercial Bank to individuals, with prior consent of the individual customer, are enabled for transactions using the UPI System.

3. Banks may, as per their Board approved policy, stipulate terms and conditions of use of such credit lines. The terms may include, among other items, credit limit, period of credit, rate of interest, etc.

4. This directive is issued under Section 10(2) read with Section 18 of the Payment and Settlement Systems Act, 2007 (Act 51 of 2007).

Yours faithfully,

(Gunveer Singh)  
Chief General Manager-in-Charge

For more details, Kindly refer:

[**https://rbi.org.in/Scripts/NotificationUser.aspx?Id=12532&Mode=0**](https://rbi.org.in/Scripts/NotificationUser.aspx?Id=12532&Mode=0)

**Master Direction on Information Technology Governance, Risk, Controls and Assurance Practices**

RBI/2023-24/107  
DoS.CO.CSITEG/SEC.7/31.01.015/2023-24

November 7, 2023

The Chairman/Managing Director/Chief Executive Officer  
Scheduled Commercial Banks (excluding Regional Rural Banks);  
Small Finance Banks; Payments Banks;  
Non-Banking Financial Companies;  
Credit Information Companies; and  
All India Financial Institutions (EXIM Bank, NABARD, NaBFID, NHB and SIDBI)

Madam/Dear Sir,

**Master Direction on Information Technology Governance, Risk, Controls and Assurance Practices**

Please refer to paragraph IV (8) of the [Statement on Developmental and Regulatory Policies](https://rbi.org.in/Scripts/BS_PressReleaseDisplay.aspx?prid=53248) released with the [Bi-monthly Monetary Policy Statement 2021-22 on February 10, 2022](https://rbi.org.in/Scripts/BS_PressReleaseDisplay.aspx?prid=53247), wherein it was announced that draft guidelines, updating and consolidating the instructions relating to Information Technology (IT) Governance and Controls, Business Continuity Management and Information Systems Audit, will be issued by the Reserve Bank of India.

2. Accordingly, a draft Master Direction on the subject was published in [October 2022](https://rbi.org.in/Scripts/BS_PressReleaseDisplay.aspx?prid=54571) seeking public comments.  Based on feedback received, the final Reserve Bank of India (Information Technology Governance, Risk, Controls and Assurance Practices) Directions, 2023 are enclosed herewith.

Yours faithfully,

(T.K.Rajan)  
Chief General Manager

Encl: Reserve Bank of India (Information Technology Governance, Risk, Controls and Assurance Practices) Directions, 2023

For more details, Kindly refer:

<https://rbi.org.in/Scripts/NotificationUser.aspx?Id=12562&Mode=0>

**Processing of e-mandates for recurring transactions**

RBI/2023-2024/88  
CO.DPSS.POLC.No.S-882/02.14.003/2023-24

December 12, 2023

The Chairman / Managing Director / Chief Executive Officer  
All Scheduled Commercial Banks, including Regional Rural Banks /  
Urban Co-operative Banks / State Co-operative Banks /  
District Central Co-operative Banks / Payments Banks /  
Small Finance Banks / Local Area Banks /  
Non-bank Prepaid Payment Instrument issuers / Authorised Card Payment Networks /  
National Payments Corporation of India

Madam / Dear Sir,

**Processing of e-mandates for recurring transactions**

A reference is invited to our [circular CO.DPSS.POLC.No.S-518/02.14.003/2022-23 dated June 16, 2022](https://www.rbi.org.in/scripts/FS_Notification.aspx?Id=12341&fn=9&Mode=0) in terms of which relaxation in Additional Factor of Authentication (AFA) was permitted while processing e-mandates / standing instructions on cards, Prepaid Payment Instruments and Unified Payments Interface, for subsequent recurring transactions with values up to ₹15,000/-, subject to conditions listed therein.

2. In this regard, as announced in the [Statement on Developmental and Regulatory Policies dated December 08, 2023](https://www.rbi.org.in/Scripts/BS_PressReleaseDisplay.aspx?prid=56889), it has been decided to increase the limit from ₹15,000/- to ₹1,00,000/- per transaction for the following categories: (a) subscription to mutual funds, (b) payment of insurance premiums, and (c) credit card bill payments.

3. This circular is issued under Section 10 (2) read with Section 18 of the Payment and Settlement Systems Act, 2007 (Act 51 of 2007), and shall come into effect immediately.

Yours faithfully,

(Gunveer Singh)  
Chief General Manager-in-Charge

For more details, Kindly refer:

<https://rbi.org.in/Scripts/NotificationUser.aspx?Id=12570&Mode=0>

**Card-on-File Tokenisation (CoFT) – Enabling Tokenisation through Card Issuing Banks**

RBI/2023-24/91  
CO.DPSS.POLC.No.S-919/02-14-003/2023-24

December 20, 2023

All Payment System Providers and Payment System Participants

Madam / Dear Sir,

**Card-on-File Tokenisation (CoFT) – Enabling Tokenisation through Card Issuing Banks**

The card tokenisation services are being currently provided by card issuers and card networks in terms of [Reserve Bank of India circulars DPSS.CO.PD No.1463/02.14.003/2018-19 dated January 8, 2019](https://www.rbi.org.in/Scripts/NotificationUser.aspx?Id=11449&Mode=0) on “Tokenisation – Card transactions”, [CO.DPSS.POLC.No.S-516/02-14-003/2021-22 dated September 07, 2021](https://www.rbi.org.in/Scripts/NotificationUser.aspx?Id=12159&Mode=0) on “Tokenisation – Card Transactions: Permitting Card-on-File Tokenisation (CoFT) Services” and [CO.DPSS.POLC.No.S-567/02-14-003/2022-23 dated June 24, 2022](https://www.rbi.org.in/Scripts/NotificationUser.aspx?Id=12345&Mode=0) on “Restriction on Storage of Actual Card Data [i.e. Card-on-File (CoF)]”.

2. As announced in the [Statement on Development and Regulatory Policies dated October 6, 2023](https://www.rbi.org.in/Scripts/BS_PressReleaseDisplay.aspx?prid=56503), it has been decided to enable CoFT directly through card issuing banks / institutions also. This will provide cardholders with an additional choice to tokenise their cards for multiple merchant sites through a single process. Detailed requirements for the same are listed in the [Annex](https://rbi.org.in/Scripts/NotificationUser.aspx?Id=12573&Mode=0#AS).

3. This directive is issued under Section 10 (2) read with Section 18 of Payment and Settlement Systems Act, 2007 (Act 51 of 2007).

Yours faithfully,

(Gunveer Singh)  
Chief General Manager-in-Charge

For more details, Kindly refer:

<https://rbi.org.in/Scripts/NotificationUser.aspx?Id=12573&Mode=0>